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The Eighth International Conference on Frontiers in Cyber Security (FCS 2025) will be co-organized by School of Big Data and Computer
Science, Guizhou Normal University and School of Mathematics, Southwest Minzu University. It will be held in Guiyang, PR. China, from
October 24 to October 26, 2025. Cyber security is being paid more and more attention by industry and academia. New cyber security
technologies are emerging. Many universities and institutions have set up research centers or schools for cyber security. Both government

and enterprises strongly support teaching and research in cyber security. However, how to conduct research and education on cyber securi-

ty is inexperienced and how to run a center for cyber security is also worth exploring since it involves many departments. The FCS confer-

ence provides a good platform for researchers and practitioners to exchange the latest research results in cyber security. The conference
proceedings will be published by Springer Communications in Computer and Information Science (CCIS), which is indexed by EI.
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Authors are invited to submit original papers written in English. Each paper must
not appear in other conferences with proceedings or journals. The submission
must be anonymous, with no author names, affiliations, acknowledgements, or
obvious references. Original contributions are invited up to 16 pages in length
(single column), excluding appendices and bibliography, and up to 20 pages in
total, using at least 11-point fonts and with reasonable margins. It is highly
recommended to prepare the papers in the Springer LNCS format http://ww-
w.springer.com/computer/Incs?SGWID=0-164-6-793341-0. Only PDF files will be
accepted. If accepted, one of the authors is expected to present the paper at the
conference.
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